Module 9 CCNA1

Part I.

1. How many layers are there in TCP/IP?

2. What is the disadvantage of IPv4?

3. What are the methods to extend the supply of IP addresses?

4. What is the advantage of IPv6?

5. What is logical address?

6. Who created TCP/IP model?

7. What does TCP/IP application handle?

8. What are the TCP/IP application protocols?

9. Do the exercises of 9.1.2?

10. What does transport layer do?

11. What is the primary duty of the transport layer?

12. What are the functions of TCP and UDP?

13. What are the functions of TCP?

14. Do the exercises of 9.1.3

15. What is the purpose of the Internet layer?

16. What is the main protocol that functions at Internet layer?

17.  What are the other protocols that operate at the TCP/IP Internet layer?

18.  What are the differences between ARP and RARP?

19. What are the operations that IP perform?

20. IP is sometimes referred to as an unreliable protocol. What does unreliable mean?

21. Do the exercises of 9.1.4?

22. What is network access layer?

23. What does this layer do?

24. What devices operate at the network access layer?

25. Based on what does the network access layer define the physical media connection?

26. Please give an example of a network access layer configuration that involves a Windows system set up with a third party NIC?

27. Do the exercises 9.1.5.

28. Compare TCP/IP and OSI models?

29. What are the differences and similarities?

30. Do the exercises 9.1.6.

31. What is network and internetwork?

Part II

1. How to create a unique address for each device on the network?

2. What is a unique identifier in a TCP/IP network?

3. At what Layer does IP address operate?

4. What is IP address?

5. What is the function of IP address?

6. Give example of IP address?

7. What is the binary values for 192.168.1.8?

8. Understand the figure 1 in 9.2.2 and do the exercises of 4 and 6 in 9.2.2.

9. Why does a router use IP address?

10. The packets must include an identifier for both the _________ and _________ network.

11. A router uses the IP address of the ___________ network to deliver a packet to the correct network?

12. What are the two parts of every IP address?

13.  What does an IP address combine?

14.  Why should an IP address be unique?

15. How many classes are IP addresses divided into to define the large, medium and small networks?

16. What is the address range for Class A?

17. What is the address range for Class B?

18. What is the address range for Class C?

19. What is the address range for Class D?

20. Do the exercise in 9.2.3.

21.  Class A IP address use only the ________ octet to indicate the network address. The remaining _____ octets provide for host addresses. 

22. How many host addresses are available for Class A?

23. Why can’t we use the numbers 0 and 127 as network addresses?

24. Class B IP address use the ________ octet to indicate the network address. The remaining _____ octets provide for host addresses. 

25. How many host addresses are available for Class B?

26. Class C IP address use the ________ octets to indicate the network address. The remaining _____ octet provide for host addresses. 

27. How many host addresses are available for Class C?

28. Why is Class D created?

29. What is a multicast address?

30. What are the reserved host addresses? ___________ and ____________ .

31. An IP address that has binary 0s in all host bit positions is reserved for the ___________.

32. To send data to all devices on a network, a __________ address is needed.

33. How does a broadcast occurs?

34.  What do broadcast IP addresses end with? 1s or 0s in the entire host part of the address?

35. What does the stability of the Internet depends on? 

36. What would cause instability in the Internet?
37. Why should public IP addresses be unique?

38. What issues do private IP addresses try to solve?

39. How many blocks of IP addresses does RFC 1918 set aside for private, internal use?

40. What are they?

41. What is required to connect a network using private addresses to the Internet?

42. What is the device that performs NAT?

43. Why subnetting is important?

44. What do subnet addresses include?

45. What are the subnet field and the host field created? 

46. How many bits does IPv4 use?

47. How many bits does IPv6 use?

Part III.

1. How is the physical or MAC address significant? 

2. What are the most commonly used addresses for Internet communications?

3. What are the two methods do network administrators use to assign IP addresses?

4. What are static IP addresses best used for?

5. Should servers be assigned a static IP address or dynamic IP address so workstations and other devices will always know how to access needed services?

6. What is RARP?

7. What does it do with an IP addresses?

8. For example, if a network device knows its MAC address, what does RARP do to learn its IP address?

9. What is BOOTP?

10. What can BOOTP packets include?

11. What is one problem with BOOTP?

12. What does BOOTP use to carry messages?

13. A computer uses BOOTP to send a broadcast IP packet using a ______ IP address of all ____, 255,255,255,255 in dotted decimal natation.

14. What is DHCP?

15. What is the major difference between BOOTP and DHCP?

16. What is required when using DHCP?

17. How can a computer get an address?

18. What is the major advantage that DHCP has over BOOTP?

19. What is the importance to the DHCP advancement?

20. What is one of the problems in networking?

21. What is ARP?

22. What is the function ARP?

