CCNA2 Module 10

1. Why is IP described as an unreliable, connectionless protocol, that uses best-effort delivery?

2. If packets are dropped in route, arrive in the wrong order, or are transmitted faster than the receiver can accept them, can IP alone correct the problem?

3. The transport layer is responsible for the reliable transport of and regulation of data flow from source to destination. How is this accomplished?

4. What does synchronization process ensure?

5. What is the three-way handshake?

6. Who initiates the three-way handshake? 

7. What will the client host use to contact on a server host?

8. What is the Sequence Number?

9. Why is it important?

10. What is the acknowledgement number?

11. What is DoS attack?

12. What is SYN flooding?

13. What does DoS attack do?

14. What is flow control?

15. What is windowing?

16. What is window size?

17. Why are sequence numbers are important?

18. Is there any verification method to determine if data segments reach their destination with IP protocol?
19. What does TCP use to control data flow and confirm data delivery?
20. With PAR, what does the source do before it sends the next packet in the session?
21. If the source does not receive an acknowledgment, what should it?
22. What does UDP provide?
23. Since UDP does not use windowing or ACKs, what must application layer protocols must do?
Part II

1. Why must a port number be associated with the conversation between hosts?

2. What are port numbers used for?

3. What is the port number for FTP?

4. What would happen if conversations do not involve applications with well-known port numbers?

5. Fill in the assigned ranges for the port numbers:

· The Well Known Ports are those from __________________.

· The Registered Ports are those from ____________________.

· The Dynamic and/or Private Ports are those from _________.
· http __________

· FTP ___________

· Telnet ___________

· SMTP ___________

· SNS ____________

· TFTP ____________

· SNMP __________

· RIP ______________

6. Why must services running on hosts have a port number assigned to them?

7. What do TCP and UDP to use port numbers?

8. in general, how does a client determine the source port? and give example.

9. How does the HTTP server respond to the clients request?

10. Do the exercise on page 10.2.4

11. What is a socket?

12. What is a unique connection?

