CCNA2 Module 8
Part I

1. Why is IP a best effort delivery system?

2. How does IP notify the sender the errors?

3. What are control messages?

4. What does ICMP stand for and what is it?

5. How does ICMP work?

6. Does ICMP correct any network problems that it encounters?

7. Why errors created by ICMP messages do not generate their own ICMP messages?

8. What basic conditions must be met in order to have network communication?

9. What can be the reasons that network communication doesn’t work?

10. If there is no known route to the destination, what message does the router send?

11. What is the process of using ICMP?

12. What command is typically initiated by the echo request message?

13. How many echo requests and echo replies are issued?

14. What does TTL stand for? 

15. How does TTL work?
when an ICMP message is generated and sent back to the source machine, what happens to the undeliverable packet?

16. What is a routing cycle and how that happens?
17. What is the hop limit of RIP and what does that mean?

18. What are the three fields that all ICMP formats start with?

19. What are type field, code field and checksum field?

20. Do exercise on page 8.1.7.

21. What are some of the factors that prevent successful delivery?

22. If a router is unable to deliver a packet to its destination, what does the router do?

23. (figure 2)

24. Destinations might be unreachable because of what? (figure 2)

25. What could saturate the network with an endless flood of ICMP messages? (figure 2)

26. What are the various causes of ICMP destination unreachable messages?
27. What does the code value 0 mean?

28. What does 1 or 4 mean?

Part II

1. Why must all IP implementations include ICMP?

2. Why are control messages unlike error messages?

3. What are they used?

4. What is a gateway?

5. What is a redirect/change request and when it is used?

6. What is timestamp?

7. What do code value 13 and 14 stand for?

8. What is the originate timestamp and what is the receive timestamp?

9. What is transmit timestamp?

10. How are originate, receive and transmit timestamps are computed?

11. How can a host determine transit time across the network?
Is timestamp the best way to obtain the transmit time?

12. What were the ICMP information request and reply messages originally intended to do?

13. Why is subnet mask important?

14. What may a host do if it doesn’t know the subnet mask?

15. What will happen if the subnet mast is know and what will happen if the subnet mask is not known?

16. What numbers are assigned to address mask request and address mask reply?

17. When a host on the network boots and the host has not been manually configured with a default gateway, how can it learn of available routers?

18. What does router discovery  message do?

19. How will a local router respond to a solicitation message in response to a missing default gateway?

20. What are ICMP source quench messages used for?

21. Why do most Cisco routers not send source quench messages by default? 
22. Where might ICMP source quench messages be used effectively
