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Section I

1. What is one of the primary functions of a router? 

2. Where do routers store the routing information?

3. What does show ip route command display? 

4. What contents does IP routing table display?

5. Take a look at the additional commands that can be used with the show ip route.

6. What is static routing?

7. What are the advantages and disadvantages?

8. What is dynamic routing?

9. What are the advantages and disadvantages?

10. What is a gateway of last resort?

11. Why does the router use the default route?

12. What are the commands to configure a default route?

13. How do routing services evaluate network paths?

14. What does network layer use the IP routing table to do?

15. Do understand how Layer2 and Layer3 addresses are used to route a packet, please do Interactive Media Activity exercised on page 9.1.4.

16. What is the administrative distance? 

17. Which administrative distance is more trustworthy, the lower or the higher?

18. What is metric?

19. How many factors do protocols base their metric on?

20. Which metric number is better, the lower or the higher to indicate a better path? 

21. Which of the following factors are static or dynamic?

22. Bandwidth, delay, load, reliability

23. Static:

24. Dynamic:

25. Are more factors or fewer factors that make up a metric the better?

26. Which of the following statements are true or false?

· The path with the lowest hop count is preferred.

· The path with the greatest bandwidth is preferred.

· The path with the greatest delay is preferred.

· The path with the greatest load is preferred.

· The path with the greatest reliability is preferred.

· The path with the greatest cost is preferred.

Section II

Do the exercise on page 9.2.2

Which layer is the ping command is used to test connectivity?

Which layer is telnet command is used to verify the application layer software between source and destination stations?

· Point out which layer errors are? ______

· Broken cables _________

· DCE cable problems __________

· Devices turned off _________

· Incorrect IP addresses _________

· Improperly configured serial interfaces __________

· Network interface card (NIC) problems ___________

· Wrong routing protocol enabled ____________

Do the exercise on page 9.2.3

What does ping command do?

What does destination unreachable mean?

What does time exceeded mean?

What does source quench mean?

What does timestamp mean?

What is telnet?

If the Telnet to a particular server fails from one host, Telnet from a router and other devices. If a login prompt is not achieved during Telnet, what should be done?

Do the exercise on page 9.2.6
