Part II

9.2.4 VTP implementation

1. With VTP, what does each switch advertise on its trunk ports?

2. Why are these advertisement frames sent to a multicast address?

3. Where must a new VLAN be created and configured?

4. How do all the other devices in the same management domain learn the information?

5. What are advertisements on factory-default VLANs based on?

6. Should user ports be configured as VTP trunks?

7. Which number does each advertisement start as configuration revision number?

8. The configuration revision number is increased incrementally by _____________.

9. When the revision number reaches 2,147,483,648, the counter will reset back to ______________.

10. What are the two types of VTP advertisements?

11. What are the three types of VTP messages?

12. By default, how often do server and client Catalyst switches issue summary advertisements?

13. What do servers inform neighbor switches?

14. If the switch receives a revision number that is higher than the current revision number in that switch, what woes it issue?

15. What do subset advertisements contain?

16. What actions can trigger subset advertisements?

17. What can advertisements contain?

9.2.5 VTP configuration

18. What specific steps must be considered before VTP and VLANs are configured on the network?

19. What are the two different versions of VTP that are available?

20. Are the two versions interoperable?

21. What is the most common feature that is needed?

22. What are the commands that cant be used to enter VLAN database mode and configure the VTP versions number?

23. If the switch is the first switch in the network, what should be created?

24. What is the command that can be used to create the management domain?

25. How many characters can the domain name be in length?

26. How many characters must the password be?

27. To add a VTP client to a VTP domain that already exists, verify that its VTP configuration revision number is _________ than the configuration revision number of the other switches in the VTP domain.

28. If a switch is added with a higher revision number than what is currently in the VTP domain, what can happen?

29. What does show vtp status command verify?

9.3.1 VLAN basics

30. What is a VLAN?

31. How are VLANs configured at the switch?

32. What are VLAN organizations? 

33. By grouping the ports and users together across multiple switches, what can VLANs achieve?

34. What are the benefits and issues?

35. When a node in one VLAN needs to communicate with a node in another VLAN, what device is necessary?

9.3.2 Introducing inter-VLAN routing

36. What device must be involved when a host in one broadcast domain wishes to communicate with a host in another broadcast domain?

37. If hosts from the different VLANs need to communicate, what must be involved?

38. Mention a couple of benefits of router.

39. When is a trunk used to interconnect?

40. Give an example of a trunk carrying traffic for multiple VLANs.

41. Do the Interactive media activity on page 9.3.2.

9.3.3 Inter-VLAN issues and solutions

42. What are the most common issues that arise in a multiple-VLAN environment?

43. When router needs to make a connection to a remote host, what does it do?

44. What is a default route and when it should be used?

45. What does asterisk(*) indicate?

46. Give an example of default routes that are implemented using the ip route command.

47. What does logical connectivity involve from the switch to the router?

48. What does physical connectivity involve for each VLAN?

49. What does the router-on-a-stick design employ?

50. What must inter-VLAN traffic do to reach the router where it can move between VLANs?

9.3.4 Physical and logical interfaces

51. In a traditional situation, how many would physical connections require in a network with four VLANs?

52. What are the most common approaches for the network designers by using trunk links to connect routers to switches? 

53. What must use in networks with many VLANs to assign multiple VLANs to a single router interface?

54. What can the router support in individual physical links?

55. What is the primary advantage of using a trunk link?

9.3.5 Dividing physical interfaces into subinterfaces

56. What is a subinterface?

57. What can exist on a single physical interface?

58. How many VLANs does each subinterface support and how many IP addresses re assigned to?

59. In order for multiple devices on the same VLAN to communicate, what must be on the same network or subnetwork?

60. What must be created for each VLAN in order to route between VLANs with subinterfaces?

9.3.6 Configuring inter-VLAN routing

61. Before any of these commands are implemented, what should be checked?

62. In order for inter-VLAN routing to work properly, what must all of the routers and switches involved support?

63. On a router, what can an interface be divided into?

64. What do subinterfaces provide?

65. To define subinterfaces on a physical interface, what tasks must they perform?

66. What identifies the physical interface and what identifies the virtual interface?

67. What does the router use in order to be able to talk to the switch?

68. What does the vlan-number indentify?

69. When is a VLAN added to the frame?

70. What does each VLAN packet carry?

71. What are the ip-address and subnet-mask?

Summary

Read the summary.

