Module 7: Spanning-Tree Protocol

Overview

1. Summarize the importance of redundancy in a network.

2. What can cause downtime?

3. Summarized the importance of the Spanning-Tree protocol.

7.1.1 Redundancy

4. What percent of uptime do many organizations try to achieve and what does that mean?

7.1.2 Redundant topologies

5. What is the goal of redundant topologies?

6. To understand the importance of redundancy, think of the example of the bridge across the river.

7.1.3 Redundant switched topologies

7. What do redundant topologies eliminate?

8. How do switches learn the MAC addresses of devices?

9. How do switches learn the unknown destinations?

10. What is the side effect of a redundant switched topology?

11. What may a redundant switched topology cause?
7.1.4 Broadcast storms

12. Broadcast and multicast frames are flooded out all ports, except ___________________________.

13. What is a broadcast storm?

14. How do broadcast storm happen?

15. How broadcast storms affect the network?

7.1.5 Multiple frame transmissions

16. Explain how an end device receives multiple frames.

7.1.6 Media access control database instability

17. Explain how switches learn the wrong information in a redundant switched network.

7.2.1 Redundant topology and spanning tree

18. Why are the bridging loops created?

19. When the destination of the traffic is unknown to a switch, what does it do?

20. What is TTL?

21. Why it can loop forever if a frame is sent into a Layer 2 looped topology of switches?

22. Why is TTL is important in Layer 3?

23. What is a dilemma?

24. What is the solution?

25. What is the loop free logical topology called?

26. What is a spanning-tree?

27. What is the down side of the spanning-tree algorithm and what is the improvement?

7.2.2 Spanning-tree protocol

28. What can Ethernet bridges and switches implement?

29. What does the spanning-tree protocol establish?

30. What does the spanning-tree protocol construct?

31. How is a loop free topology possible?

32. What do the spinning-tree protocol require network devices to do?

33. Why do switches send messages called the BPDUs?

34. What is the significance of BPDUs?

35. What is the designated switch?

7.2.3 Spanning-tree operation

36. What elements exist for every switched network?

37. What are root ports and designated ports used for?

38. What do non-designated ports do and what are they called?

7.2.4 Selecting the root bridge

39. What is the first decision that all switches in the network make?

40. When a switch is turned on, what will happen?

41. What is BID and what does BID consist and what is used for?

42. What is the default of bridge priority?

43. How often are BPDUs sent by default?

44. Each switch replaces ________________ BIDs with ______________ in the BPDUs that are sent out.

45. All switches receive the BPDUs and determine that the switch with the ______________ BID value will be root bridge.

46. How can network administrators set the switch priority?

7.2.5 Stages of spanning-tree port states

47. What are the five states that the spanning-tree protocol use and how long does it take for each state?

48. What do ports do in the blocking state?

49. What do switches do in the listening state?

50. What happens in the learning state?

51. What is done in the blocking state?

52. On what assumption are the default time values calculated?

53. Do the interactive media activity 1 and 2.

7.2.6 Spanning-tree recalculation

54. When has a switched internetwork converged?

55. What happens when the network topology changes?

56. How long does it take to converge on a new spanning-tree topology that uses the IEEE 802.1d standard?

57. What is the convergence made up of?

7.2.7 Rapid spanning-tree protocol

58. What are the new features of the standard and protocol of IEEE 802.1w?

