Discover 3 Questions

1. what is an enterprise?

2. Give three examples of enterprises?

3. What is the network that is used to support the business enterprise called?

4. What does an enterprise network support?

5. What damages can outages in the enterprise network do?

6. What is enterprise class equipment designed for?

7. How can a single point of failure be prevented?

8. What other key factors in network design include?

9. How to optimize bandwidth on an enterprise network?

10. What are the three distinct layers of the network functionality?

11. What does the access layer provide?

12. What is the distribution layer used to do?

13. What does the core layer represent?

14. What is initiated at the access layer and passes through the other layers if the functionality of those layers is required?

15. What does enterprise campus consist?

16. What does enterprise edge consist?

17. What does service provider edge provide?

18. Through what device do all data that enters or exits the Enterprise Composite Network Model passes?

19. In which functional area can all packets be examined and a decision made to detect and prevent malicious activity?

20. What does a well-designed network do?

21. What is a failure domain?

22. Why is the use of redundant links and reliable enterprise-class equipment important?

23. In a typical enterprise network, what form a LAN?

24. What form a WAN?

25. What are the LANs and their functions?

26. Are WANs privately owned? 

27. What are the usual practice in WANs connections?

28. Why it is important to have uniform standards for equipment, configuration and services?

29. Take a close look at the features of a LAN and a WAN?

30. Do the exercises on 1.1.3.

31. What do many companies use  to provide access for local and remote employees using LAN and WAN technologies?

32. What are enterprise intranets?

33. What are intranets designed for?

34. What do remote employees who are not connected to the enterprise LAN do before gaining access?

35. What are the common methods for businesses to extend privileged access to their network suppliers and customers?

36. What is an extranet and what is its function?

37. what does the traffic that should typically remain local to users on the network include?

38. Traffic types which are typically seen on the local network but are also commonly sent across the WAN include?

39. What is considered as external traffic flow?

40. What are the benefits of controlling the flow of traffic on a network?

41. Do the exercise on page 1.2.1.

42. What is packet sniffer and what is it used for?

43. Based on what information do the technicians analyze traffic flows?

44. Why can TCP tolerate delays?

45. Why voice and video applications employ UDP instead of TCP?

46. What is latency

47. What is Jitter?

48. What is QoS and what does it do?

49. Do the exercise on page 1.2.3.

50. What are the benefits of an employee of teleworking?

51. Do exercise on page 1.3.1.

52. What should we use to be more secure, Telnet or SSH?

53. What is VPN?

