Discover 1_3 (2) Questions

1. What is the most common set of protocols used on local wired networks?

2. What does Ethernet protocol define?

3. What are the benefits of the standards of network?

4. What is the standard of Ethernet and who decided it?

5. What is 802.3 100BASE-T?

6. What is the latest versions of Ethernet?

7. Take a look at the timeline of the development of Ethernet.

8. What is a MAC address and why is it important?

9. How does a host communicate on an Ethernet network?

10. What will happy if the destination MAC address matches the address configured on the NIC?

11. What will happy if the destination MAC address does not match the host MAC address?

12. Do the activity on page 3.3.3 in a PC computer in the lab.

13. What is UDP?

14. What does the format for Ethernet frames specify?

15. What is FCS and what is the function of the FCS field in an Ethernet frame?
16. What is the size of Ethernet frames and why it is important?

17. Do the activity on page 3.3.4.

18. How does a MAC address compare to a person’s name?

19. What is a hierarchical design and how does it manage the traffic on network?

20. What is the benefit of a hierarchical layered design?

21.  What are the three basic layers of the hierarchical design?

22. What service does an access layer provide?

23. What does distribution layer do?

24. What is core layer and what does it do?

25. Why doesn’t MAC change and where is it located?

26. What is IP address and how IP address assigned?

27. What are the two parts of IP address?

28. Do the activity on page 3.3.6 in the PC computer in the lab.

29. What devices are used to connect hosts to other hosts on Access layer?

30. What devices are used to provide a connection point for separate networks and control the flow of information between the networks on distribution layer?

31. What devices are used on Core layer to transport data quickly?

32. Why does core layer have a redundant (backup) connections?

33. Do activity on page 3.3.7.

34. How is each host connected on access layer?

35. What is a hub and where is it mostly used?

36. Why is a hub referred to as a shared-bandwidth device?

37. How does a collision happen in a hub?

38. What is a collision domain?

39. Do activity on page 3.4.2.

40. What is the purpose of logical addresses in an IP network?
41. On a local Ethernet network, a NIC only accepts a frame based on __________________, destination address or source address?

42. Unlike hub which forwards message to all other ports, where does switch forward the message?

43. What information does a MAC address table on the switch contain?

44. If a switch receives a frame without destination MAC address on the MAC table, what does it do?

45. Do other hosts attached to the switch share bandwidth on this channel and receive messages that are not addressed to them?

46. Which two networking devices are used to connect hosts to the access layer?

47. What is the function of MAC address table?

48. Every switch port creates a separate collision domain. This means that ______ hosts contained in a collision domain, ________ likely it is that a collision will occur.

49. Do the activity on page 3.4.3.

50. What is a broadcast and why is it important?

51. What is the broadcast MAC address in hexadecimal notation?

52. What is a broadcast domain?

53. If a sending hose only has the logical IP address of the destination host, what the sending host do?

54. What does ARP do to discover and store the MAC address of a host on the local network when only the IP address of the host is known?

