Discovery 2 Chapter 7

7.1.1 Customer Requirements

What are the markets do ISPs serve?

What are the new services do ISPs provide?

7.1.1 (2)

What are the three scenarios that describe different ISP customer relationships?

7.1.2 Reliability and Availability

How can reliability be measured?

What is fault tolerance?

To prevent an equipment failure, what should ISP do?

How is availability normally measured?

What does a perfect availability percentage mean?

What is the five-9s standard of availability?

What must ISPs do to ensure accessibility?

7.2.1 Review of TCP/IP Protocols

To support multiple applications for many different customers, what protocols do ISPs use?

What protocols do commonly hosted applications depend on to ensure their reliable delivery?

In addition, what do IP services rely on to provide the link between the IP addressing structure and the URLs that customers use to access them?

7.2.1 (2)

What does Application Layer protocol specify?

What are the protocols within Application layer?

What are the protocols within Transport Layer?

Study the figure on the right.

7.2.1 (3)

What are the similarities between TCP/IP and OSI?

What are the differences between TCP/IP?

7.2.2 Transport Layer Protocols

What is TCP and what does it specify?

What does connection-oriented protocol?

Why does TCP require overhead?

What is UDP and what does it provide?

What does “best effort” mean?

7.2.2 (2)

What is the Transport Layer protocol determined? Give an example.

How does TCP identify each byte within each segment?

What is encapsulation?

At the destination, how is the process done?

7.2.2 (3)

Before a TCP session can be used, what do the source and destination hosts do?

What are the three step processes to set up the connection?

What is a three-way handshake?

7.2.2 (4)

Explain why the TCP process on the source host starts a timer when a host sends message segments to a designation host using TCP?

In addition to acknowledgement and retransmission, what else does TCP specify?

Why is a sequence number important?

7.2.3 Differences Between TCP and UDP

Describe what kind of protocol UDP is.

Why is UDP often referred to as an unreliable delivery protocol and does it mean that UDP is not reliable?

What protocols that use UDP in Application Layer protocols?

7.2.3 (2)

What are the main differences between TCP and UDP?

What does TCP segment have such a big overhead?

What are datagrams?

7.2.3 (3)

Do the activity on Page 7.2.3.

7.2.4 Supporting Multiple Services

At what layer is the task of managing multiple simultaneous communication processes done?

How do TCP and UDP differentiate the segments and datagrams for each application?

Where are a source port and destination port located?

What is the port number for web browser application?

What is the port number for email servers?

Where do TCP or UDP place the incoming segments?

7.2.4 (2)

In any Internet transaction, what are a source host and a destination host referred to?

What are the differences between a client and a server?

What is the range of the well-known port numbers to be assigned to server processes?

Why are the well-known port numbers important?

How are source ports assigned and what is the range of the numbers?

Which layer protocols keep track of the source port and the application that initiated the request?

7.2.4 (3)

How is particular application process running on an individual host device identified?

What is a socket and what does a socket pair consist?

Why is the creation of sockets important?

