Discovery 2 Chapter 7 Part III

7.4.1 Services

What are the different services provided by ISPs?

What are the most common TCP/IP Application Layer protocols?

What are the secure versions that the Application Layer protocols include?

Do the activity on Page 7.4.1 (2)

7.4.2 HTTP and HTTPs

What is HTTP used for now?

What is the version of HTTP that most ISPs use to provide web-hosting services?

What is the advantage of this version?

What does HTTP specify and also define?

Why is HTTP not a secure protocol?

What can HTTPS use to secure data as it travels between the client and server?

What does HTTPS specify?

7.4.2 HTTP and HTTPS (2)

What does URL identify?

What are advantages of using short URLs?

7.4.2 (3)

What is a proxy?

How does a client work with a proxy server?

What is the advantage of caching?

What are the reasons to use proxies?

7.4.2 (4)

What are the similarities and differences between HTTP and HTTPS?

Why shouldn’t HTTPS be over used?

Do the activity on Page 7.4.2 (5)

7.4.3 FTP

What is FTP?

What functions do FTP implementations include?

Why does FTP require two connections to exist between the client and server?

What is PI function and how does it work?

Take a look at the steps when a user wants to connect to an FTP server.

What is DTP?

What are the differences between PI and DTP?

7.4.3 (2)

What are the two types of data transfer connections supported by FTP?

What are active data connections?

What are passive data connections?

What type do ISPs typically support and what type do Firewalls often not permit?

Take a look the information on the right.

7.4.4 SMTP. POP3, and IMAP4

What is email and where are email messages stored?

How do email clients communicate with another email clients when sending email?

What protocols does email support?

7.4.4 (2)

For SMTP applications to work properly, what must be done?

What can the message body contain and what must the message header have?

When the server receives the message, where does it do with it?

If the destination email server is not online or may be busy when email messages are sent, what will happen to the messages?

7.4.4 (3)

What does the structure of an email address include? Give an example.

What is the significance of @ symbol?

When a message is sent to recipient@cisco.com, where is the domain name sent?

What is MX?

When the destination mail server receives the message, where does it store?

What will happen when the mail server receives an email message that references an account that doesn’t exist?

Play with the rollover on the right.

7.4.4 (4)

What does Post Office Protocol – Version 3 (POP3) enable a workstation to do?

How does POPs work?

Why is it not desirable for a small business to have POPs  that needs a centralized backup solution?

Why is POP3 desirable for an ISP?

7.4.4 (5)

What is Internet Message Access Protocal (IMAP4)?

What is the difference between POPs and IMAP4?

What are the advantages of using IMAP for small-to-medium businesses?

Why may IMAP not be an ideal protocol for ISP?

Read the summary.

Do the end-of-chapter quiz.

