Discovery 2 Chapter 9 Part II

9.3.1 Review of Layer 3 Functionality and IP Addressing

Layer 1 networks are created by ___________________________.

Layer 2 network protocols are ___________________________.

Layer 3 (the Network Layer) protocols are ____________________.

What can the same Layer 3 protocols operate on?

What are the primary functions that are implemented at Layer 3 of the OSI model?

Why are Layer 3 networks referred to as logical networks?

What is the focus of Layer 3 troubleshooting concentrated on?

What problems account for a large number of network performance?

Click the layer buttons to view the protocol interaction.

9.3.1 (2)

How many bits are there in sources address and destination address in Layer 3 header? 

How can a simple IP network be created?

Individual Layer 3 IP networks encompass a range of IP addresses. How are the boundaries determined?

What is the simple rule?

Click each button to view a representation of the addressing scheme. 

9.3.1 (3)

Do the activity.

9.3.2 IP Design and Configuration Issues

What are the advantages of a hierarchical IP addressing scheme?

Give an example of a poorly planned hierarchical network or a badly documented plan?

What is an overlapping subnet and how does it happen?

What is the effect of an overlapping subnet?

9.3.2 (2)

How does Cisco IOS software prevent you from configuring an IP address from overlapping subnets on two different interfaces?

Why is it important to verify the status of the interfaces after making configuration changes?

9.3.2 (3)

What problems does a poorly configured subnet mask cause?

Give an example.

What is the problem of Issue 4?

9.3.3 IP Address Planning and  Allocation Issues

Give an example of how poor address allocation planning can cause a problem.

When a host running Microsoft Windows does not receive an address from a DHCP server, what will happen? And how to solve the problem?

What is another indication of not enough IP addresses and how this situation happens?

9.3.3 (3)

Do the activity.

9.3.4 DHCP and NAT Issues

What can you use ipconfig/all command for?

What is the first step in troubleshooting, regardless of whether the DHCP service is configured on a dedicated server or on the router?

If the DHCP service is configured on a router, what command should be used to confirm that the interface is operational?

How can address conflicts occur and what command should be used to display all address conflicts recorded by the DHCP server?

If the workstation is unable to reach network resources with a statically configured IP address, what would be the root cause?

9.3.4 (2)

DHCP is a broadcast protocol. What does broadcast protocol mean?

What command can be used to forward all broadcast packets, including DHCP requests, to a specific server?

What a specified unicast address can the above command allow a router to change the destination broadcast addresses within a packet to?

If DHCP replay is not operational, what will happen?

Click the buttons to view how DHCP relay operates.

9.3.4 (3)

What is the first indication that there is a NAT problem?

What are the three types of address translation?

What are the two common types of configuration errors that affect all three tranlstion methods?

What does the inside interface connect to, which uses private IP address space?

What does the outside interface connect to?

What is the command to verify this configuration?

In most NAT implementations, what must the IP address pool and static NAT translation entries use?

When the address translation is configured to use the outside interface address in PAT, what should be made sure?

If external users must be able to reach specific servers on the internal network, what should a technician to be sure of?

9.3.4 (4)

What is one of the most useful commands when verifying NAT?

What command should be used to clear nat translation?

When should be traceroute be used?

Click each button to view NAT configuration and output.

