Discovery 3 Chapter 1 Part I

1.1.1 Supporting the Business Enterprise

What is an enterprise?

What are the common examples of enterprise environments?

What is an enterprise network?

What are some of the common characteristics of the enterprise networks?

What must an enterprise network support?

1.1.1 (2)

Why do users expect enterprise networks to be up 99.999% of the time?

What are the features that are designed for reliability in the enterprise class equipment?

What is one objective of good network design trying to prevent?

What do other key factors in network design include?

1.1.2 Traffic Flow in the Enterprise Network

To optimize bandwidth on an enterprise network, how must be the network organized?

How can the three-layer hierarchical design model help organize the network?

What does the access layer provide?

What does the distribution layer do?

What does the core layer represent?

1.1.2 (2)

What are the functional components?

What is Enterprise Campus?

What is Enterprise Edge?

What is Service Provider Edge?

What is edge device and what does it do?

What are IDS and IPS used for?

Roll over each of the highlighted areas on the right to learn more.

1.1.2 (3)


What is a failure domain and how does it affect the network?


How to minimize the chance of disruption in a network?

1.1.3 Enterprise LANs and WAN

How is a LAN formed and who is controls LANs?

How is a WAN formed?

Are most WANs private and why?

Why can establishing WAN connections and service be complex when an organization has many global sites?

To support an enterprise network, what is it important to do?

1.1.3(2)


What are the features of LAN?


What are the features of WAN?

1.1.3(3)

Do the activity on the page.

1.1.4 Intranets and Extranets

What services do the enterprise networks provide?

What do many companies use to provide access for local and remote employees using LAN and WAN technologies?

If connected to the Internet, what control the traffic that enters and exits the intranet?

1.1.4(2)


What do intranets contain and what are they designed for?


How is the intranet protected?

In some situations, businesses extend privileged access to their network to key suppliers and customers. What are the common methods for doing this?

What is an extranet and what is it used for?

1.2.1 Traffic Flow Patterns


When determining how to design the network, what is it important to consider?


What are the traffic what should typically remain local to users on the network?

What are the traffic types which are typically seen on the local network but are also commonly sent across the WAN?

Why should the network administrator understand traffic patterns and flows?

1.2.1(2)

Do the activity on the page.

1.2.2 Applications and Traffic on an Enterprise Network

Enterprise networks must support the business enterprise by allow traffic from a variety of applications. What are those applications?

1.2.2(2)


What can a packet sniffer be used for?


To determine traffic flow patterns, what is it important to do?

What can network technicians determine by using the information obtained from the packet sniffer?

Based on what information can technicians analyze traffic flows?

What decisions can be made based on the analysis of the traffic flows and what are the benefits?

1.2.3 Network Traffic Prioritization


Why does data traffic usually employ Transmission Control Protocol (TCP)?

Why do voice and video applications employ User Datagram Protocol (UDP) instead of TCP?

1.2.3 (2)


Why do OSI Layer 3 devices create more delay than Layer 2 devices?


What is jitter?


What does QoS stand for and what is it used for?

1.2.3(3)


Do the activity on the page.

1.3.1 Teleworking


What is a teleworker or telecommuter?


What are the benefits of teleworking?

1.3.1 (2)


What are the benefits of teleworking for employees and their disadvantages?

1.3.1 (3)


What are the available teleworking tools?

1.3.1 (4)


What are the new technologies that are used in teleworking?

1.3.1 (5)


Do the activity on the page.

1.3.2 Virtual Private Networks


what is one of the most unfavorable things in teleworking?


What is one solution?


Why are VPNs are often described as tunnels?

1.3.2 (2)


How is a VPN created?

What should telecommuters do in order to form a secure connection with the enterprise network?

When telecommuters are connected to the enterprise network through a VPN, what do they become?

1.4.1 Summery


Take a look at the summary and do the end-of-chapter quiz.

