Discovery 3_3_1 Part III

3.3.1 Virtual LAN

When hosts and servers that are connected to Layer 2 switches are part of the same network segment, what problems does this arrangement pose?


As a network design best practice, what should broadcast traffic be contained to?

In a switched network, what networks are created to contain broadcasts and group hosts together in communities of interest?

What is VLAN and what does it allow an administrator to do?

3.3.1 (2)


What is the importance of VLANs?

3.3.1 (3)


What are the two major functions that a VLAN has?


How can a device be assigned to a VLAN?


How can an administrator assign membership in a VLAN?

How can an administrator assign a static VLAN and what is the advantage and disadvantage?

3.3.1 (4)


What does dynamic VLAN membership require?


What does VMPS contain and how does it work?


What does dynamic VLAN membership require?


What is the advantage of dynamic VLAN?

3.3.1 (5)


Do the activity on Page 3.3.1.

3.3.2 Configuring a Virtual LAN


What is the maximum number of VLANs?


By default, what is VLAN1?


What can the network administrator do when accessing the switch remotely?


What is the management VLAN used to do?


When a VLAN is created, what is it assigned?


What is the VLAN number?

3.3.2 (2)


Study the code and configure it on a switch.

3.3.2 (3)


What does show vlan display?


What does show vlan brief display?


What does show vlan id id_number display?


What does show vlan name vlan_name display?

3.3.2 (4)


When a port is disassociated from a specific VLAN, what does it return?


When a VLAN is removed, what will happen?


What is the command to delete a VLAN?

3.3.2 (5)

3.3.3 Identifying VLANs


How do devices connected to a VLAN communicate with other devices?


How does a switch associate each port?


What is frame tagging?

3.3.3 (2)


What is 902.1Q abbreviated to?


What is the minimum size and the maximum size of Ethernet frames?


What fields do frames contain?


What does FCS field provide?


How many bytes does this field increase?

If an 802.1Q-compliant port is connected to anther 802.1Q-compliant port, what will happen to the VLAN tagging information?

If the connecting port is not 802.1Q-compliant, what will happen to the VLAN tag?

If a non-802.1Q-enabled device or an access port receives an 802.1Q frame, what will happen?

Take a look at the animated image on the right.

3.3.3 (3)


Do the activity on the page.

3.4.1 Trunk Ports

What are the major functions of a VLAN?

What is an access port and what does it belong to?

What is a trunk port and what are the functions of trunks?

3.4.1 (2)


What will each VLAN do without trunk ports?


What do trunk links provide?


When multiple VLANs travel on the same link, what do they need?


What does a trunk port support?


What is IEEE 802.1Q?

3.4.1 (3)


What commands are used to configure a switch port as a trunk port?


What is the negotiate parameter and what is its advantage?

3.4.1 (4)


What arête capabilities of the newer switches?


What are the commands to return a trunk port to an access port?

3.4.1 (5)

3.4.2 Extending VLANs across Switches


What can a trunk link configured with 802.1Q on both ends do?


When a switch receives a tagged frame on a trunk port, what does it do?


What is traffic with no VLAN ID is called?

3.4.2 (2)


To accommodate untagged traffic, what needs to be done?


What is native VLAN?


Who can be the native VLAN?

What is command to assign the native VLAN ID on a physical interface on an 802.1Q?
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3.4.3 Inter-VLAN Routing


Although VLANs extend to span multiple switches, who can communicate?


What does a Layer 3 device provide and what is its advantage?

What does one method of accomplishing the inter-VLAN routing require?


3.4.3 (2)


What is sub interface and what does cub interface do?


To support inter-VLAN communication using sub interfaces, what does require?


What does a sub interface allow each VLAN to do?

3.4.3 (2)


How does the sub interface for the VLAN work?

If the destination VLAN is on the same switch as the source VLAN, what does the router do?

What is router-on-a-stick?

If the exit interface of the router is 802.1Q-compatible, what does the frame do?

If the outbound interface is not 802.1Q-compatible, what does the router?

3.4.3 (3)


To configure inter-VLAN routing, what steps should be followed?

